Canon imageRUNNER ADVANCE models offer features that help protect the MFP from malware and tampering at start-up and during device operation.*

PROTECTION AT START-UP

Verify System at Startup
Checks that the boot code, firmware, and applications have not been modified or tampered with.

- Boot Code
- Operating System / Firmware
- Applications

PROTECTION DURING OPERATION

Prevent Execution of Malware
Uses whitelisting to help prevent execution of unrecognized malware.

McAfee Embedded Control

Protection from Tampering
Uses whitelisting to help prevent tampering of existing firmware and applications.

* Features highlighted in this document apply to third generation imageRUNNER ADVANCE 3rd edition models.